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challenge: Would dumping the House GOP 
and eliminating Gingrich as speaker make it 
safe to also oust Clinton as president—espe-
cially if his family and staff start setting 
records for time spent before grand juries? 
Clinton’s great success with his State of the 
Union speech isn’t likely to repeat itself if 
he has to make a State of Family Integrity 
follow-up. 

But Clinton’s foibles have already been de-
bated in two elections—1992 and 1994. It is 
the failures of the GOP Congress that might 
well be the focus of 1996. 

Take the ‘‘contract with America.’’ This 
started out as a smart campaign ploy, but 
GOP strategists let its dozen or so prom-
ises—from budget balance to a line-item 
veto—become the be-all and end-all of Re-
publican congressional achievement. A few 
good ideas—congressional accountability 
and prohibition of unfunded federal man-
dates being imposed on the states, for exam-
ple—made it across Clinton’s desk and into 
the statute books; but other popular themes 
(term limits) bogged down, and some ideas, 
such as tort reform and environmental over-
haul, lost favor as the involvement of lobby-
ists became all too evident. 

The collapse of public support was stun-
ning. Polls by the Times-Mirror Center found 
that, in winter 1994–95, voters approved con-
gressional GOP policies by 52%–28%; but, by 
January 1996, they disapproved, 54%–36%. 
The NBC News poll found virtually the same 
shift. Respondents had agreed with the GOP 
policies, 49%–22%, in January 1995; by Janu-
ary 1996, disagreement prevailed, 48%–34%. 
This is the sharpest slump in policy-approval 
ever measured for a new Congress. 

The crown jewel of the contract—huge tax 
cuts tilted toward business and the wealthy 
combined with the seven-year zero budget- 
deficit blueprint—was especially flawed and, 
worse still, a practical contradiction. The 
tax cuts proved a zero-deficit program over 
seven years wasn’t even a good idea. In 1994, 
all the European Union nations, except Lux-
embourg, had larger deficits than the United 
States. Ours was 2% of gross domestic prod-
uct, theirs ranged from 2.1% of GDP in Ire-
land and 2.6% in Germany to a whopping 
11.4% in Greece. These countries, too, face 
high health and pension costs, as well as job 
weakness; and the requirement that EU 
members get deficits down to 3% is feared in 
much of Western Europe as a recession pre-
scription. The GOP’s zero-deficit prescrip-
tion for America would have been even more 
Hooveresque. 

Meanwhile, the 104th Congress has emerged 
as a beacon light of hypocrisy when it comes 
to institutional reform and money in poli-
tics. The promise of term limits was quickly 
scuttled, and new GOP leaders, especially in 
the House, have used the same kind of 
closed-door legislative tactics they attacked 
under the Democrats. The vaunted lobbying 
‘‘reforms’’ passed this winter turn out to 
have something else—a downshift from 
criminal penalties to civil penalties to civil 
penalties with the usual game of widening as 
many escape hatches as are closed. Dis-
cussing the loopholes in the new gift ban, the 
president of the American League of Lobby-
ists remarked, ‘‘I would prefer to call them 
pathways or, in some cases, interstates.’’ 

As for campaign finance, serious reform 
has already been mocked and foreclosed. 
Congress’ new GOP leaders have collected 
bigger campaign contributions, from more 
special interests, than any previous set of 
first-termers. 

The final mega-problem is the 
‘‘extreming’’ of Congress since the 1994 elec-
tion. Not only has the ideology been radical, 
but, on the House side, Gingrich and the 74 
House GOP freshmen are becoming twin 
symbols of political excess. Recent polls on 

Gingrich give him only a 26%–34% approval 
rating, while 55%–58% disapprove. No new 
speaker has ever dropped so far so fast. 

The right-leaning freshmen are in just as 
much trouble. One January poll found 70% of 
Americans disapproved of the freshmen’s 
willingness to shut down government in the 
budget debate, with 45% calling the freshmen 
‘‘ideological extremists who are holding the 
federal government hostage.’’ 

The ‘‘extreming’’ of Congress has even 
spread to the hitherto centrist Senate. The 
rightward lurch of Senate Majority Leader 
Bob Dole (R-Kan.) signaled this shift, and 
the retirement announcements of five GOP 
moderates make a sharper swing to the right 
inevitable after they’re gone. The new Sen-
ate GOP of 1997 will be far more like the cur-
rent House GOP—not exactly an endorse-
ment for keeping the Republicans in control. 

Other Congresses that compete for the 
‘‘worst in 50 years’’ title are the 80th (1947– 
48), the 89th (1965–66), the 101st (1989–90) and 
the 103rd (1993–94). The 103rd was the Demo-
cratic Congress that voters voted out in 1994, 
angry at its mix of petty scandals and inef-
fectiveness. Its biggest failure was that the 
Democrats were stale and deserved the boot 
after 40 years of unbroken control in the 
House. 

The 101st Congress featured the forced res-
ignations of Democratic Speaker Jim Wright 
and Majority Whip Tony Coelho. The 89th 
was the lopsidedly Democratic Congress that 
ran amok with the liberal legislation and 
overambition of the 1960s. The 80th was the 
last GOP Congress to face a Democratic 
president. It also went too far on economic, 
education and social welfare issues. 

However, because the 104th has ideological 
radicalism, yet another speaker facing an 
ethics investigation and a record collapse of 
public esteem, it could turn out to be the 
wustest that got there the fastest—to para-
phrase the famous confederate cavalry lead-
er. 

Is there a remedy? Not necessarily. Though 
defeating enough Republicans in the House 
to depose Gingrich as speaker could be a 
start. Giving the Democrats a narrow major-
ity back won’t empower them to do much 
more than squelch GOP excess. But in the 
long haul, it will probably be necessary to 
find some way of promoting a mix of third 
parties, campaign reform aimed at helping 
independent congressional candidates (just 
proposed by retiring Sen. Bill Bradley (D- 
N.J.)) and other changes designed to break 
the nexus between money and politics. 

After all, if Americans do start deciding 
that the 104th Congress is the worst in mem-
ory—or even first runner-up—then it could 
be time for voters to demand a far different 
set of arrangements and reforms. In Con-
gress, as well as in presidential elections, the 
two-party system, with its false promises 
and special-interest masters, has arguably 
become part of the problem, not part of the 
solution. 

f 

THE BAD DEBT BOXSCORE 

Mr. HELMS. Mr. President, at the 
close of business yesterday, Thursday, 
February 8, the Federal debt stood at 
$4,988,549,905,457.27, about $12 billion 
shy of the $5 trillion mark, which the 
Federal debt will exceed in a few 
months. 

On a per capita basis, every man, 
woman, and child in America owes 
$18,934.97 as his or her share of that 
debt. 

RELEASE OF FBI REPORT ON FU-
TURE WIRETAP CAPACITY 
NEEDS 

Mr. LEAHY. Mr. President, we took 
an important step in the last Congress 
to preserve law enforcement’s wire-
tapping tool and increase privacy pro-
tection for our telephone and computer 
communications by passing the Com-
munications Assistance for Law En-
forcement Act. This law expanded pri-
vacy protection to cordless telephones, 
restricted the ability of law enforce-
ment to obtain transactional informa-
tion from e-mail messages, and im-
proved the privacy of mobile phones by 
expanding criminal penalties for steal-
ing the service from legitimate users. 

This new law also imposed new re-
quirements to ensure that court orders 
for electronic surveillance can be car-
ried out, rather than stymied by new 
technologies used on our telephone net-
works. 

Significantly, these new require-
ments for our Nation’s telephone net-
works were accompanied by guidelines 
designed to bring public oversight and 
accountability to the process of imple-
menting them. For the first time, deci-
sions on how new and existing tele-
communications systems will remain 
accessible to government surveillance 
must be made in the sunshine of public 
scrutiny. 

Thus, the new law requires for the 
first time that law enforcement’s de-
mands regarding the number of wire-
tap, pen register, and other surveil-
lance orders that telephone companies 
must be able to service simultaneously, 
are published in the Federal Register 
and scrutinized in a public procedure. 

In compliance with this new require-
ment, the FBI published in the Federal 
Register on October 16, 1995, a proposed 
notice setting forth its capacity de-
mands. According to the proposed no-
tice, these capacity demands were 
predicated upon a historical baseline of 
electronic surveillance activity and an 
analysis of that activity. Yet, the Fed-
eral Register notice did not include 
publication of this underlying informa-
tion. 

Shortly after the notice was issued, I 
wrote to the FBI Director requesting 
copies of this information, and urging 
him to release the information to the 
public to ensure the fullest dissemina-
tion of the information. 

I am aware that the comments filed 
by the deadline on January 16, 1996, in 
response to the proposed notice on be-
half of civil liberties groups, telephone 
companies, and cellular companies 
have criticized the proposed notice for 
failing to disclose the supporting data 
for the capacity demands. As one set of 
comments filed by the Center for De-
mocracy and Technology and the Cen-
ter for National Security Studies 
noted, ‘‘it is impossible to say whether 
or not the capacity requirements pro-
posed in the notice are justified’’ with-
out the supporting data. 
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Footnotes at end of article 

The FBI has now provided me with a 
13-page report explaining how they col-
lected information about past law en-
forcement surveillance activity from 
Federal and State court offices, State 
attorneys general offices, and over a 
thousand telecommunications carriers. 
This report also describes the method 
the FBI used to analyze this informa-
tion and figure out how much wiretap 
capacity law enforcement would need 
for the foreseeable future and up to 10 
years from now in three broad cat-
egories of geographic areas. 

I fully appreciate the amount of hard 
work that went into collecting this 
critical data and doing the analysis. In-
deed, this is the first time that law en-
forcement has ever been required to es-
timate its future surveillance activity 
and the demands that will be made on 
telecommunications carriers. This is 
also the first time that this informa-
tion has ever been required to be made 
public. 

I am pleased to make this report 
available for public dissemination. It 
does not identify which geographic 
areas fall into which of the three dif-
ferent categories with differing capac-
ity requirements. Thus, it does not tell 
us whether Vermont is in category I, 
where the greatest level of interception 
activity has occurred and is likely to 
occur in the future, or in category III, 
where the number of law enforcement 
wiretaps have been low or nonexistent. 
Telecommunications carriers doing 
business in Vermont and Vermonters 
will want to know which category we 
fall into. 

The FBI has assured me that they are 
in the process of preparing two addi-
tional documents that will explain the 
proposed capacity notice in greater 
depth. I look forward to examining 
those two additional documents upon 
their release by the FBI. 

The public process set up in the new 
law is working. I commend the FBI Di-
rector for his efforts to fulfill the pub-
lic accountability provisions of the law 
by making available this report and fu-
ture reports on the capacity require-
ments. 

Since these reports were not avail-
able prior to the deadline for com-
ments on the original proposed notice, 
however, I would urge the FBI to con-
sider issuing a revised or supplemental 
proposed notice to give interested par-
ties an opportunity to comment on the 
proposed capacity demands with the 
benefit of this new information. 

Mr. President, I ask unanimous con-
sent that the report be printed in the 
RECORD. 

There being no objection, the report 
was ordered to be printed in the 
RECORD, as follows: 
INFORMATION CONCERNING IMPLEMENTATION 

OF THE COMMUNICATIONS ASSISTANCE FOR 
LAW ENFORCEMENT ACT [CALEA] 

BACKGROUND 
CALEA was enacted to preserve law en-

forcement’s ability, pursuant to court order 
or other lawful authorization, to access com-
munications (content) and associated call- 

identifying information in an ever-changing 
telecommunications environment. Because 
many interceptions 1 in the future will be ini-
tiated through equipment controlled by car-
riers, CALEA obligates the Attorney General 
to provide telecommunications carriers with 
information they will need (a) to adequately 
size and design their networks to accommo-
date the maximum number of simultaneous 
interceptions that law enforcement poten-
tially might conduct after October 25, 1998, 
and (b) to be capable of accommodating the 
actual number of simultaneous interceptions 
law enforcement potentially might conduct 
as of October 25, 1998. The CALEA specifi-
cally refers to two levels of capacity, max-
imum and actual. 

CALEA requires the Attorney General to 
provide a notice of the maximum capacity 
required to accommodate all of the commu-
nication interceptions, pen registers, and 
trap trace devices that the Attorney General 
estimates that government agencies author-
ized to conduct electronic surveillance may 
conduct and use simultaneously after the 
date that is 4 years after enactment (i.e., 
after October 25, 1998). The Attorney General 
must also provide a notice of the actual 
number of communication interceptions, pen 
registers, and trap trace devices, rep-
resenting a portion of the maximum capac-
ity, that the Attorney General estimates 
that government agencies authorized to con-
duct electronic surveillance may conduct 
and use simultaneously as of October 1998.2 

MAXIMUM CAPACITY 

Unlike actual capacity, CALEA indicates 
that the maximum capacity applies to a 
time, not specified, after the date that is 4 
years after the date of CALEA’s enactment. 
The maximum capacity has been interpreted 
as chiefly a design requirement for tele-
communications carriers that will be uti-
lized to size and define an upper bound ca-
pacity ceiling for the mid-term to inter-
mediate future (i.e., 1998–2004), as discussed 
in more detail below. This ceiling is intended 
to provide carriers with certainty and sta-
bility, as well as with a framework for cost 
effectively designing and engineering future 
capacity requirements into their networks. 

As CALEA makes clear, the maximum ca-
pacity is in no way synonymous with actual 
capacity (i.e., the interception capacity that 
law enforcement may actually use as of Oc-
tober 25, 1998). Rather, maximum capacity is 
viewed as relating to a longer term, more en-
during design requirement that would serve 
as a defined technological bound to intercep-
tion activity, but yet would provide room for 
expeditiously accommodating certain future 
interception-related ‘‘worst case scenarios.’’ 
For example, it would be impossible for law 
enforcement to predict unusual, anomalous, 
but nonetheless very serious or violent 
events such as those associated with certain 
acts of terrorism or extreme instances of 
drug-trafficking or organized crime activity. 
Maximum capacity provides a safety-net 
that would enable telecommunications car-
riers to expeditiously respond to serious, un-
predictable, emergencies that require very 
unusual levels of interception capacity. 

ACTUAL CAPACITY 

Under CALEA, estimates of actual capac-
ity are to apply to all simultaneous intercep-
tion activity that may be conducted by the 
date that is 4 years after the date of enact-
ment of CALEA. CALEA makes clear that 
actual capacity represents only a portion of 
the maximum capacity. Actual capacity thus 
pertains to the amount of interception activ-
ity that potentially may be needed when 
many of CALEA’s requirements are sched-

uled to take effect in October 1998. Con-
sequently, when viewing the maximum and 
actual capacity levels set forth in the Initial 
Capacity Notice, realistically only the ac-
tual capacity estimates should be construed 
as in any way reflecting the amount of si-
multaneous interception activity that poten-
tially may be conducted by law enforcement 
in any geographic area as of October 1998. 

METHODOLOGY OVERVIEW 
The CALEA mandate which obligates the 

Attorney General to estimate future capac-
ity marks the first time (a) that information 
has been required to be provided to carriers 
in order for them to properly design and size 
future networks with reference to intercep-
tion activity; and (b) that the entire law en-
forcement community has been required to 
project its collective potential future inter-
ception needs, thereby in effect placing pos-
sible technological limitations on its lawful 
authority to conduct electronic surveillance. 
This circumstance, as viewed by the law en-
forcement community, obviously generates 
great and legitimate concern, because his-
torically telephone technology placed no 
constraints on law enforcement’s court or-
dered electronic surveillance authority. If 
not implemented with care, CALEA could 
have the unintended effect of potentially 
placing restrictions on the lawful use of elec-
tronic surveillance authority. Thus, if law 
enforcement errs by underscoping its poten-
tial, legitimate, and lawful interception 
needs, effective law enforcement will be 
hampered and, more importantly, the public 
safety will be jeopardized. 

The FBI, which is implementing many of 
the responsibilities conferred upon the At-
torney General by CALEA, was required to 
issue the capacity notice. In order to meet 
this obligation, we proceeded by employing a 
rigorous, comprehensive methodology to ac-
quire critically needed information and to 
establish analytic tools for determining the 
simultaneous interception activity of the re-
cent past and for estimating future max-
imum and actual capacity. 

The methodology used was intended to 
take into consideration the concerns of the 
parties principally affected by CALEA. On 
the one hand, CALEA provides law enforce-
ment with an opportunity and means to en-
sure that its future electronic surveillance 
needs can be met. On the other hand, CALEA 
presents an opportunity and means for tele-
communications carriers to understand the 
nature and extent of their obligations to ac-
commodate law enforcement’s electronic 
surveillance needs and to do so in a way that 
will not be unduly burdensome or excessive. 
Law enforcement’s approach and perspective 
regarding its electronic surveillance needs 
relate to its mission to combat serious 
crime, acts of terrorism, and acts of vio-
lence. Traditionally, this mission has been 
tied to law enforcement agencies’ geographi-
cally-based jurisdiction and associated juris-
dictional legal authority. Telecommuni-
cations carriers’ approach and perspective 
regarding law enforcement’s electronic sur-
veillance needs, however, chiefly relate to 
the effect such needs may have on particular 
components within their systems that are 
used to serve subscribers within a given mar-
ket (i.e., switches and other network compo-
nents). 

As a goal, law enforcement sought to har-
monize the different approaches and perspec-
tives of these parties in its methodology. 
The methodology sought to produce a result 
that acknowledged and factored in the inter-
relationship between the geographic, juris-
dictional contours of law enforcement inter-
ception activity and the geographic service 
areas covered by the carrier switching facili-
ties that will be likely used to provide inter-
ception access. By identifying key pieces of 

VerDate Aug 31 2005 06:11 Jun 20, 2008 Jkt 041999 PO 00000 Frm 00007 Fmt 4624 Sfmt 0634 J:\ODA16\1996_F~1\S09FE6.REC S09FE6m
m

ah
er

 o
n 

M
IK

E
T

E
M

P
 w

ith
 S

O
C

IA
L 

S
E

C
U

R
IT

Y
 N

U
M

B
E

R
S



CONGRESSIONAL RECORD — SENATES1168 February 9, 1996 
data associated with these approaches and 
perspectives, we were able to formulate and 
then analyze past interception activity in 
terms that enabled us to establish one of the 
key components (one pertaining to past peak 
levels of interception activity in localities of 
various sizes) in an equation leading to an 
estimate of future interception capacity. 
The other key component (one pertaining to 
projected growth) was derived from a statis-
tical model that included a number of vari-
ables reasonably believed to predict poten-
tial future capacity bounds and potential fu-
ture interception needs. Once the projections 
were made to estimate future capacity 
needs, the results were reviewed and ad-
justed to ensure reasonableness before pub-
lishing the results in the Initial Capacity 
Notice. 

By presenting capacity levels in the Initial 
Capacity Notice with reference to engineered 
capacity (discussed below), the FBI intended 
to express interception capacity in an under-
standable fashion as a percentage of a car-
rier’s switch or other network component ca-
pacity. This approach was intended to enable 
carriers to tailor their technological re-
sponses to law enforcement’s potential inter-
ception needs within specific types of geo-
graphic areas. The following discussion high-
lights the methodological steps used to ar-
rive at the actual and maximum capacity 
figures published in the Initial Capacity No-
tice. 

PART ONE: DERIVING KEY DATA FROM PAST 
INTERCEPTION ACTIVITY 

As a first step, we sought to establish a 
baseline of past simultaneous interception 
activity. Information concerning the actual 
number of all types of simultaneous inter-
ceptions occurring throughout the United 
States in the recent past was collected. Such 
information, needed to establish the base-
line, had never before been collected and did 
not exist in a single repository. Amassing 
this detailed and extremely sensitive infor-
mation required an unprecedented and time- 
consuming effort on the part of law enforce-
ment. It involved identifying sources from 
which accurate information could be re-
trieved in an efficient and effective manner. 
Specifically, we sought to identify sources 
that could provide the exact number of all 
types of interceptions (to include call con-
tent, pen register, and trap and trace) per-
formed by all federal, State, and local law 
enforcement agencies, in terms of the actual 
number of telephone lines 3 intercepted at 
each locality. 

To obtain specific line-related information 
regarding past simultaneous electronic sur-
veillance activity, records of interception ac-
tivity were acquired from telecommuni-
cations carriers, law enforcement officials, 
and most importantly, from the Federal and 
State Clerks of Court’s offices—the official 
repository for all interceptions conducted si-
multaneously between January 1, 1993 and 
March 1, 1995, for all geographic locations. 
Specifically, highly sensitive interception 
information pertaining to each interception 
start/end dates, and to area code and ex-
change was collected. The period January 1, 
1993 to March 1, 1995 was chosen in order to 
obtain recent interception information that 
was reasonably retrievable given the time 
constraint of one year imposed by the 
CALEA with regard to publishing a capacity 
notice. 

Approximately 1500 telecommunications 
carriers (those serving the majority of sub-
scribers in the U.S., and representing the 
largest of the wireline and cellular telephone 
companies (as of March 1995)) were requested 
to provide information that would identify 
where and how many interceptions had oc-
curred within their networks during the pe-

riod of study. Acquisition and examination 
of sensitive electronic surveillance records 
maintained pursuant to statute under seal 
with the Clerks of Court offices was pursued 
through two separate efforts. All Federal 
court order information was collected pursu-
ant to special court orders directing the 
unsealing of interception court orders for the 
limited purpose of enabling the Attorney 
General/FBI to comply with the capacity no-
tice obligation. State and local law enforce-
ment information was obtained through the 
State Attorneys General (AG) offices. Each 
State AG was requested to coordinate the 
collection of interception information within 
the AG’s respective State. 

By reviewing the data collected, the num-
ber of simultaneous interceptions that had 
occurred within switching facilities was 
identified throughout the country during the 
study period. One of the key pieces of rel-
evant information was the highest number of 
interceptions that had ever occurred simul-
taneously within any telecommunications 
carrier’s switch.5 

For the years studied, the highest number 
of simultaneous interceptions occurring 
within any one switch in the United States 
was 220; that is, 220 pen register, trap and 
trace and/or call content interceptions were 
active at the same time within a particular 
switch. Further analysis revealed that the 
220 interception number far exceeded the 
number of simultaneous interceptions con-
ducted in other high activity switches and 
was due to a single unusual occurrence. The 
switch that had the second highest level of 
simultaneous activity supported 120 pen reg-
ister, trap and trace and/or call content 
interceptions. 

The distribution of baseline simultaneous 
interception activity by switch was varied. 
Among switches which had supported inter-
ceptions during the period studied, there was 
a broad and varied distribution of simulta-
neous interceptions ranging from 1 to 120. 
Switches with the greatest levels of intercep-
tion activity frequently existed in urban 
areas. Switches with lower levels of intercep-
tion activity existed across a variety of geo-
graphic areas, encompassing urban, subur-
ban, and rural areas. 

The review of the baseline of interception 
activity yielded certain key data on simulta-
neous interceptions for specific switching 
systems, but law enforcement usually ap-
proaches crime within the context of geo-
graphic or jurisdictional areas. The next 
analysis challenge was to associate the base-
line simultaneous interception data on spe-
cific switches with law enforcement’s need to 
express requirements relative to geographic 
areas. To do this, law enforcement sought to 
identify geographic boundaries that could 
provide common reference points between 
law enforcement and telecommunications 
carriers. 

A number of geographic boundaries which 
define service areas of telecommunications 
carriers were considered (e.g., State lines, 
local access transport areas (LATA), metro-
politan statistical areas (MSA), rural service 
areas (RSA), and major and basic trading 
areas (MTA, BTA)). However, in each case, 
these boundaries did not provide a good 
match with defined law enforcement areas. 
Law enforcement jurisdictional legal author-
ity in a great number of cases is defined by 
county boundaries (i.e., for local law enforce-
ment agencies). County boundaries rarely 
change and are not disputable. In most cases, 
a group of counties are encompassed by the 
boundaries that define a telecommunications 
carrier’s service area. Consequently, county 
boundaries were used as the common ref-
erence tool in formulating an analysis for fu-
ture capacity. 

From the baseline of interception activity, 
interception data was aggregated for a group 

of specific switches by county. Switches were 
assigned to counties based on their geo-
graphic location. The data can be divided 
into their different levels (or categories) or 
interception activity: high, moderate, and 
low. 

As part of the consultative process with 
the telecommunications carriers, law en-
forcement understood that one of the pri-
mary carrier concerns with regard to capac-
ity was that each switch in a carrier’s net-
work should not be held to the same require-
ment for capacity levels. The carriers had in-
dicated generally that although CALEA re-
quires the Attorney General to estimate fu-
ture capacity sizings and to estimate future 
potential interception activity that may 
occur in their network, every attempt should 
be made by law enforcement to express its 
needs in accordance with the variability of 
interceptions that had occurred in the past. 
Recognizing this, we chose to define law en-
forcement’s potential future interception 
needs using categories and not just one abso-
lute number that would apply without re-
gard to the often varied nature of intercep-
tions in a carrier’s geographic service area. 

As a result of considering the relative rela-
tionships between law enforcement and tele-
communications carriers geographic areas, 
it was determined that three separate cat-
egories for stating capacity requirements 
should be created. The use of categories per-
mitted capacity requirements to be stated in 
a way that reasonably reflected, and was re-
sponsive to, law enforcement interception 
needs without unduly burdening all carriers 
with the same level of capacity or requiring 
a particular carrier to provide the same ca-
pacity level everywhere in its network. As 
alluded to in the Initial Capacity Notice, 
Category I represents a small number of geo-
graphic areas where the greatest level of 
interception activity typically has occurred 
and is likely to occur. Category II also rep-
resents a relatively small number of geo-
graphic areas, which consist of some urban 
and suburban areas. Category III represents 
the vast majority of areas where electronic 
surveillance activity has historically been 
low or nonexistent, principally in rural and 
many suburban areas. 

With regard to Category III, as the nation 
moves toward the future, law enforcement 
must have the capability to conduct a min-
imum level of electronic surveillance in any 
locality, regardless of previous levels of 
criminal activity or prior levels of electronic 
surveillance activity. Terrorism, drug traf-
ficking, and violent crimes are constant and 
unpredictable threats to the public in all lo-
calities, as evidenced by the Oklahoma City 
bombing in April 1995. Consequently, unlike 
Categories I and II, which are defined prin-
cipally with reference to past levels of elec-
tronic surveillance activity, Category III 
constitutes a minimum interception capac-
ity for any location in which law enforce-
ment may need an interception capability in 
order to protect the public and effectively 
enforce the law. 

Once the geographic areas could be gen-
erally (but only tentatively) associated with 
each category, the historic baseline of inter-
ception activity for these areas could be used 
as a way of defining the distinct levels of 
past electronic surveillance activity. For the 
Category I level, as noted above, the highest 
number of simultaneous interceptions from a 
switch was 120. Our analysis also determined 
that within the Category II level the highest 
number of simultaneous interceptions from a 
switch was 42. 

THE USE OF PERCENTAGES AND ENGINEERED 
CAPACITY 

Law enforcement considered it appropriate 
and prudent to express capacity require-
ments in the Initial Capacity Notice in 
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terms of a percentage rather than as a fixed 
number for several reasons. First, percent-
ages are very appropriate, if not essential, 
with regard to new service providers, new 
switches, new services, and new tech-
nologies. If absolute numbers were set forth, 
the introduction of new basic service, as well 
as more advanced services and features, 
could be impeded—a prospect that is unac-
ceptable to either the Congress, law enforce-
ment, or the telecommunications industry. 
Second, percentages allow capacity require-
ments to adjust slightly to a changing sub-
scriber base as it increases or decreases over 
time. 

To enable carriers to apply the percentages 
to the affected systems in their networks 
properly, capacity level percentages were 
tied to engineered capacity. Engineered ca-
pacity was referred to in the Initial Capacity 
Notice as the maximum number of sub-
scribers that can be served by a carrier’s 
equipment, facilities, or service. In the main, 
a carrier’s switching facility was the key 
network component associated with this 
foregoing terminology. With regard to the 
highest level of simultaneous interception 
activity in the baseline data with regard to 
Category I (120), the switch associated with 
that interception activity was one that typi-
cally served an average of 35,000 subscribers. 
This led to the historical electronic surveil-
lance activity being expressed as a percent-
age of engineered capacity of 0.34%. This per-
centage was derived by dividing the 120 si-
multaneous interceptions by 35,000 sub-
scribers. With regard to the highest level of 
simultaneous interception activity noted in 
the baseline data occurring with regard to 
Category II (42), the switch associated with 
that interception activity was one that typi-
cally served an average of 27,000 subscribers. 
This led to the historical electronic surveil-
lance activity being expressed as a percent-
age of engineered capacity of 0.16%. This per-
centage was derived by dividing the 42 simul-
taneous interceptions by 27,000 subscribers. 

As discussed above, the interception activ-
ity which was now being associated with 
Category III reflected little or no activity in 
the past. Hence the capacity level associated 
with Category III was dervived in a different 
manner. To establish a percentage regarding 
areas where there had been little or no past 
interception activity, for purposes of future 
analyses, we examined the distribution of 
historical interception activity for those 
switches with very little or not interception 
activity. The majority of these switches had 
electronic surveillance activity of less than 
0.1% of the capacity associated with such 
switches. This led law enforcement to assign 
0.1% as the level of historical electronic sur-
veillance activity for Category III, expressed 
as a percentage of engineered capacity. This 
figure, therefore, was selected essentially to 
ensure a bare minimum capacity to support 
law enforcement interceptions. 
PART TWO: ESTIMATING AND USING GROWTH 

RATES TO PROJECT FUTURE CAPACITY AND 
INTERCEPTION ACTIVITY 
CALEA’s mandate that law enforcement 

identify capacity requirements marked the 
first time future carrier capacity sizings and 
future potential interception activity were 
required to be estimated. Although CALEA 
provided no specific date as an outer bound 
for the projection for maximum capacity, 
the year 2004 was used for its projection of 
maximum capacity. We used the year 2004 
because it reflects a ten year period from the 
last date for which historical data was avail-
able (1994). A ten year period is commonly 
used as a period of time within which to ana-
lyze and prepare projections. An analysis of 
a period of this length also provides the af-
fected telecommunications carriers with the 

information that would produce the greatest 
level of stability for the mid-term to inter-
mediate future. By comparison, CALEA 
specifies October 1998 as the date for pro-
jecting potential future interception activity 
(actual capacity). 

Four steps were followed to determine the 
maximum and actual capacity percentages 
which were published in the Initial Capacity 
Notice. These four steps are as follows: 
STEP 1: ESTABLISHING A STATISTICAL MODEL; 

PROJECTING TITLE III COURT ORDER TRENDS 
AS A PREDICATE FOR PROJECTING FUTURE DE-
SIGN CAPACITY AND POTENTIAL FUTURE 
INTERCEPTION ACTIVITY 
Projections regarding future design capac-

ity that may be required to accommodate 
unusual future interception activity, as well 
as the amount of potential future intercep-
tion activity itself (call content intercep-
tions, as well as the much more prevalent 
pen register and trap and trace intercep-
tions), in terms of the number of lines that 
possibly could be implicated, are not readily 
and easily derived. For example, when one 
considers just one of the relevant groups of 
information (past Title III court order au-
thorizations) it becomes apparent that a 
simple straight line trend does not exist. In 
reviewing the number of such authorizations 
on a yearly basis over the last 15 years (1980– 
1994), there is over a 100% increase (from 566 
to 1154). However, the year to year increases 
are anything but consistent, with variations 
from –12% to +19% occurring by way of year-
ly changes. 

Although it may be impossible to discern 
precisely why increases (or decreases) occur 
on a yearly basis with regard to all of the 
types of interception activity, a number of 
factors were considered (discussed further 
below) which over time presumably would 
logically influence such activity. In brief, 
these factors relate to population, tele-
communications technology, law enforce-
ment resources, and relevant crime statis-
tics. 

Notwithstanding the difficulty in making 
long range estimations about a design capac-
ity level capable of accommodating reason-
able growth over the intermediate future 
(1998–2004) and which, more importantly, 
could also address totally unexpected worst 
case scenarios (maximum capacity) and fu-
ture potential, interception activity (actual 
capacity), in terms of the number of lines 
implicated, we were obligated to respond to 
CALEA’s mandate to produce capacity esti-
mates. 

Law enforcement determined that it was 
imperative to construct and utilize an ana-
lytical statistical model in order to address 
the variability related to relevant historical 
data that could be associated with intercep-
tion activity. The model selected was a wide-
ly-used model referred to as a multi-variable 
linear regression statistical model. With 
such a model, future trends central to pre-
dicting capacity could be projected. 

In broad terms, this model sought to 
project potential future behavior based upon 
an analysis of the relationships between two 
data groups for which historical data was 
available over the last 15 years. One data 
group was the number of criminal Title III 
court orders authorized between 1980 and 
1994. The other data group was composed of 
a suite of relevant factors (multi-variables) 
related to population, telecommunications 
technology, law enforcement resources, and 
relevant crime statistics. Once trend rela-
tionships were noted between the second 
group and the first, an equation was pro-
duced from which projections as to the fu-
ture level of the first group (Title III court 
orders) could be established based on growth 
projections of the second group. The projec-

tion for the criminal Title III court order au-
thorizations was an important analytic first 
step in projecting the design capacity and fu-
ture potential interception activity in terms 
of the number of lines (interceptions) that 
may be involved. 

The first data group consisted of the num-
ber of Title III court order authorizations re-
corded per year in the Wiretap Report, com-
piled each year by the Administrative Office 
of the United States Courts. In an attempt to 
establish a trend, we examined the criminal 
Title III court order authorizations granted 
per year over the last 15 years (1980–1994). As 
noted above, however, an examination of this 
data showed significant yearly fluctuations 
thereby precluding a simple, straight line 
trend for approximating future authoriza-
tions. Also, as noted above, the Wiretap Re-
port only documents the number of criminal 
Title III court orders; it does not specify the 
actual number of call content interceptions 
associated with each order, nor does it ad-
dress at all the vastly greater number of 
interceptions associated with pen registers 
and traps and traces. Nonetheless, because it 
was the only longstanding electronic surveil-
lance data source in existence, it was con-
cluded that it necessarily should play an im-
portant role in the model because it did doc-
ument past, relevant interception-related in-
formation from which projections of design 
capacity and future potential interception 
activity could later be made. 

The second data group consisted of factors 
or multi-variables deemed relevant with re-
gard to the conduct of all types of intercep-
tion activity. These factors, as noted above, 
were population, telecommunications tech-
nology, law enforcement resources, and rel-
evant crime statistics. Historical and pro-
jected future data on population totals was 
collected from the United States Census Bu-
reau. Historical and projected future data for 
wireline telecommunications subscribers was 
collected from the Federal Communications 
Commission. Historical data on wireless sub-
scribers was acquired from reviewing publi-
cations issued by the Cellular Telecommuni-
cations Industry Association (CTIA). Pro-
jected future data for wireless subscribers 
was derived based upon an analysis of infor-
mation found in trade journals concerning 
future projections of the number of wireless 
subscribers and attributed to the CTIA, the 
Personal Communications Industry Associa-
tion, and other industry sources. Historical 
data on total number of law enforcement of-
ficers and reported incidents of violent crime 
was collected from the FBI’s Uniform Crime 
Report. Projected future data on the total 
number of law enforcement officers and 
crime was derived based on an assumed lin-
ear growth rate of the historical data. For 
each of the above factors, projections for fu-
ture data were made out to the year 2004. 

STEP 2: COMPUTING GROWTH RATES 
Using the projected future data produced 

by the equation, the statistics indicated a 
growth rate of 130% in the first group be-
tween 1994 and 2004, a factor which was in-
cluded in the subsequent analysis used to 
project maximum (design) capacity. By com-
parison, a projection for potential future 
interception activity (actual capacity) was 
arrived at by noting the statistics in the 
first group, that had applied the same trends 
projected by the statistical model, sug-
gesting a growth rate between 1994 and 1998 
of 54 percent. As noted above, when one re-
views the number of criminal Title III court 
order authorizations on a yearly basis during 
the last 15 years (1980–1994), there is more 
than a 100% increase (from 566 to 1154). Also, 
when one reviews available official reports 
regarding the vastly more prevalent pen reg-
ister and trap and trace court orders granted 
during the last 8 years, one observes an in-
crease 
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of 219%. Finally, for the same period, with 
regard to such pen register and trap and 
trace court orders ‘‘the number of persons 
whose telephone facilities were affected’’ in-
creased by 345%.6 Consequently, the model’s 
results are considered to be reasonable and 
consistent with past interception-related ac-
tivity and appropriate for use as part of the 
analysis. 
STEP 3: PROJECTIONS FOR DESIGN CAPACITY AND 

POTENTIAL FUTURE INTERCEPTION ACTIVITY 
As noted above, the historical interception 

activity expressed as a percentage of engi-
neered capacity for Category I was 0.34% (120 
simultaneous interceptions out of a switch 
serving a possible 35,000 subscribers); and the 
historical interception activity expressed as 
a percentage of engineered capacity for Cat-
egory II was 0.16% (42 simultaneous intercep-
tions out of a switch serving a possible 27,000 
subscribers). For Category III, the minimum 
level of interception activity expressed as a 
percentage of engineered capacity was 0.1%. 
The computed growth rates of 130% and 54% 
were converted into growth multipliers of 2.3 
and 1.54, for maximum and actual capacity, 
respectively. By multiplying the historical 
interception activity figures for Category I, 
Category II, and Category III by the growth 
multipliers, we calculated numbers for a 
‘‘raw’’ maximum and actual capacity, as il-
lustrated in the table below. 

RAW MAXIMUM AND ACTUAL CAPACITY PREDICTED BY 
THE GROWTH FACTORS 

Maximum Actual 

Category I ..................... 0.34%2.3=0.78% ........ 0.34%1.54=0.52% 
Category II .................... 0.16%2.3=0.37% ........ 0.16%1.54=0.25% 
Category III ................... 0.10%2.3=0.23% ........ 0.10%1.54=0.15% 

STEP 4: APPLYING REASONABLENESS CRITERIA 
TO THE RAW CALCULATIONS 

In projecting future design capacity (max-
imum capacity) and capacity for potential 
future interception activity (actual capac-
ity) that may be needed by all law enforce-
ment agencies, for publication in the Federal 
Register, the FBI made downward adjust-
ments to the numbers that were set forth 
with regard to the raw actual capacity in 
both Categories I and III. A substantial 
downward adjustment was made in Category 
III. These downward adjustments were made 
because law environment recognized that a 
majority of the affected telecommunications 
carriers fall in Category III, and that our 
historical interception activity was minimal 
in this category. Therefore, we chose to less-
en the burden on the telecommunications in-
dustry and minimize the costs of installing 
solutions, consistent with assuring an essen-
tial minimum level of interception capacity. 

The numbers set forth for the raw max-
imum capacity in Categories I, II, and III 
were adjusted upward for a number of rea-
sons. First, as noted above, the interception 
activity associated with pen registers and 
traps and traces by far represents the most 
frequently used type of interception. The 
growth rate in the number of pen register 
and trap and trace court orders far exceeds 
that projected in the statistical analysis. As 
noted above, the percentage of increase in 
such court orders during the past 8 years was 
219% and the number of persons whose tele-
phone facilities were affected increased 345%. 

Second, although the peak number of si-
multaneous interceptions identified in the 
baseline data was 220, we elected not to use 
it in the statistical analysis because it was 
deemed to be an anomaly. However, this 
level of interception activity, although 
anomalous, is indicative of the type of worst- 
case scenarios that law enforcement should 
not easily ignore or completely discount. 
Hence some provision needs to be made for 
such situations. 

Third, although every effort was made to 
capture as accurately as possible the actual 
levels of past interception activity in com-
piling our baseline of historical intercept in-
formation, there may be some instances 
where data was not fully collected or re-
ported. Also, there is an amount of intercep-
tion activity associate with national secu-
rity that must be accounted for in the final 
capacity projections. 

Fourth, during the study period (1980–1994), 
the number of States granting State and 
local law enforcement interception author-
ity by statute increased and a number of 
States expanded interception authority to 
cover additional types of crimes and/or addi-
tional types of communications devices (e.g., 
cellular telephones and pagers). There is a 
reasonable likelihood that in the future 
other States may grant similar interception 
authority and/or increase the scope of exist-
ing interception authority. 

Finally, law enforcement believed that 
judgment needed to be brought to bear on 
the numbers for raw actual and maximum 
capacity, in terms of making appropriate up-
ward or downward adjustments. In par-
ticular, the FBI, acting on behalf of the en-
tire law enforcement community, had a re-
sponsibility to be careful not to overstate or 
understate capacity needs. Importantly, 
however, if capacity needs were understated 
it could pose direct harm to the public safety 
and effective law enforcement. 

INITIAL CAPACITY NOTICE 
On October 16, 1995, the FBI published in 

the Federal Register its Initial Capacity No-
tice. The estimates of actual and maximum 
capacity, expressed as a percentage of engi-
neered capacity, were stated as follows in 
the Initial Capacity Notice: 

ESTIMATES FOR PROJECTED MAXIMUM AND ACTUAL 
CAPACITY AS PUBLISHED IN THE FEDERAL REGISTER 

Maximum Actual 

Category I .................................................................. 1.00% 0.50% 
Category II ................................................................. 0.50% 0.25% 
Category III ................................................................ 0.25% 0.05% 

After the FBI’s publication of the Initial 
Capacity Notice in the Federal Register, you 
requested two documents in your cor-
respondence: (1) the historical baseline of 
electronic surveillance activity, and (2) an 
analysis of that activity. By way of response 
and clarification, although we examined past 
electronic surveillance activity and utilized 
certain key pieces of information derived 
therefrom as discussed in this letter, no 
‘‘document’’, as such, was ever created. 
Similarly, the factors utilized in our anal-
ysis were never compiled into a document. 

Nonetheless, because of the interest and 
the misunderstandings that have been asso-
ciated with this matter, we currently are in 
the process of preparing two methodology 
documents which will explain our capacity 
notice efforts in greater depth. The first doc-
ument will describe the process used to col-
lect historical electronic surveillance infor-
mation. The second document will describe 
the analysis used in developing the Initial 
Capacity Notice, as well as the Final Capac-
ity Notice. Regarding the latter, it will take 
into account the written comments we have 
received and the input from our ongoing 
meetings with the telecommunications in-
dustry and other interest groups. The FBI 
will provide copies of these two documents 
to you upon their completion. 

SUMMARY 
As you are aware, in 1968 when Congress 

statutorily authorized court ordered elec-
tronic surveillance, telephone technology 
permitted law enforcement to execute, with-
out impairment, essentially all court or-

ders—a 100 percent capability/capacity to ac-
commodate law enforcement’s court ordered 
electronic surveillance needs. However, the 
onset of new and advanced technologies has 
begun to erode the capacity and capability of 
the telecommunications industry to support 
law enforcement’s interception needs. For 
the first time, technological limitations will 
potentially be set on law enforcement’s abil-
ity to lawfully conduct electronic surveil-
lance. In view of these potential limitations, 
an attempt was made to estimate law en-
forcement’s capacity needs in an accurate 
and reasonable manner with the goal of 
striking a balance of meeting law enforce-
ment’s interception needs without intro-
ducing unduly burdensome or excessive re-
quirements on telecommunications carriers. 
This in no way changes law enforcement’s 
fundamental statutory responsibility to ob-
tain proper legal authority to conduct elec-
tronic surveillance. CALEA’s capacity re-
quirements simply ensure that, after law en-
forcement obtains proper legal authority, 
telecommunications carriers will have suffi-
cient capacity to accommodate lawfully au-
thorized electronic surveillance activity. 

To project capacity needs, the previously 
described national methodology was em-
ployed in order to prepare an Initial Capac-
ity Notice for publication in the Federal 
Register. Since release of the Notice, law en-
forcement has met with privacy advocates, 
the telecommunications industry, and other 
interested parties to clarify and further de-
scribe how best to apply capacity needs with-
in a given carrier’s network, and it is review-
ing and considering the formal written com-
ments provided in response to the Initial Ca-
pacity Notice. 

In closing, CALEA is important to the pub-
lic safety and national security of this na-
tion and its full and timely implementation 
is critically important to the American pub-
lic. On behalf of the law enforcement com-
munity, we would again like to express our 
appreciation for your support and leadership 
regarding this significant and complex issue. 
With the continued support of the Congress, 
we are confident that CALEA will be fully 
implemented in an effective and efficient 
manner. 

FOOTNOTES 
1 For purposes of this discussion, the word ‘‘inter-

ception’’ refers to all types of interceptions: (1) 
interceptions of communication content (e.g., Title 
III); and (2) interceptions of dialing-related informa-
tion (call identifying information) derived from pen 
registers and traps and traces. 

2 47 U.S.C. 1003 (1994). 
3 For purposes of this discussion, the word ‘‘lines’’ 

refers to the transmission path from a subscriber’s 
terminal to the network via a wireline or wireless 
medium. 

4 Although a valuable source for historical infor-
mation on criminal Title III (call content) court or-
ders, The Wiretap Report, published annually by the 
Administrative Office of the United States Courts, 
does not identify the actual number of interception 
lines associated with each court order or, more im-
portantly, with the vastly greater number of lines 
associated with pen register and trap and trace 
interceptions that have been performed by all law 
enforcement agencies. Even though the FBI used in-
formation pertaining to the number of court orders 
reported in The Wiretap Report as an essential ele-
ment for forecasting purposes, the Report does not 
contain the line-related information that was need-
ed to identify the actual level of past interception 
activity related to specific switches. 

5 For purposes of this discussion, the term 
‘‘switch’’ also represents a licensed cellular service 
area. 

6 18 U.S.C. 3126 (1986). By law, the Department of 
Justice is required to report to the Congress on a 
yearly basis information on the use of pen registers 
and trap and trace devices by law enforcement agen-
cies within the Department of Justice. This report 
includes information concerning the number of 
original orders, extensions, the number of investiga-
tions, the number of persons whose telephone facili-
ties were affected, and the number of overall 
dialings. 
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TRANSFER OF NUCLEAR TECH-

NOLOGY TO THIRD COUNTRIES 
Mr. THOMAS. Mr. President, I rise 

today as the Chairman of the Sub-
committee on East Asian and Pacific 
Affairs to express my grave concern at 
recent reports regarding the sale or 
transfer by the People’s Republic of 
China of nuclear technology to third 
countries. 

It has been widely reported in the do-
mestic press that the U.S. intelligence 
agencies have thoroughly credible evi-
dence that these sales have occurred; I 
have seen some of this evidence myself, 
as have many of my colleagues, and 
find it to be overwhelming. 

In the past, we have seen evidence of 
missile sales to Pakistan, and the 
transfer of certain nuclear technology 
to Iran, in violation of United States 
law and international nuclear agree-
ments. The most recent reports in-
volved the sale of over 5,000 ring 
magnets to Pakistan. These magnets 
are component parts of centrifuges 
used to enrich uranium to make it 
weapons-grade. The magnets are made 
of a highly advanced alloy, and accord-
ing to experts will significantly en-
hance Pakistan’s nuclear program by 
allowing its laboratory at Kahuta to 
upgrade its centrifuges at the rate of 
between 1,000 and 2,000 per year. 

The People’s Republic of China has 
not denied that the sale took place. 
Somewhat inconsistently, Pakistan 
categorically denies these reports. Mr. 
President, Karachi’s denials ring com-
pletely hollow. How many times did 
the Pakistani Government deny that it 
was pursuing the development of nu-
clear weapons, only to have the United 
States produce irrefutable evidence to 
the contrary? How many times did 
they assure us that they had no such 
intentions, only to be caught sneaking 
behind our backs doing the precise 
things they denied? Mr. President, one 
hates to use the word ‘‘lie,’’ but as the 
saying goes—if the shoe fits. 

Almost more troubling than the sales 
themselves, Mr. President, is what is 
shaping up to be the Clinton adminis-
tration’s completely inadequate re-
sponse to the sales. Under U.S. law, we 
are required to impose a variety of 
sanctions on any nation selling nuclear 
weapons technology in violation of 
nonproliferation commitments. Only if 
the President states that requirement 
because of the national interest are the 
sanctions waived. 

Here, we have solid evidence that the 
People’s Republic of China has violated 
its agreements in this regard. The fail-
ure to impose the sanctions required by 
our laws, I believe, is a mistake of the 
greatest magnitude. I can think of no 
worse signal to send the Chinese Gov-
ernment than for us to draw a line in 
the sand, have them cross it, and for us 
to shrug it off and say ‘‘now don’t do 
that again.’’ The Chinese are quick to 
pick up on occasions when we fail to 
stick to our guns, and only see it as en-
couragement. This is why I have been 
so supportive of U.S. Trade Representa-

tive Mickey Kantor. He has told the 
Chinese in the trade arena that if they 
do not abide by their agreements, there 
will be a price to pay. And, when nec-
essary, he has moved steadfastly to im-
pose that price in the form of sanc-
tions. The Chinese, recognizing the 
strength of such a position, have subse-
quently backed down and honored their 
agreements. 

For us to back down from our prin-
ciples in this matter is to completely 
call into question our determination in 
a host of other areas, the security of 
Taiwan comes immediately to mind, 
and as Senator SPECTER has noted 
‘‘make[s] our national policy a laugh-
ing stock and encourage[s] a prolifera-
tion of nuclear weapons.’’ Yet the Clin-
ton administration is showing every 
sign of being willing to shrug off the 
People’s Republic of China actions, rap 
them on the nose, and ask them to 
please not do it again. 

During the 1992 presidential cam-
paign, candidate Clinton took Presi-
dent Bush to task for ‘‘coddling dic-
tators’’—especially the Chinese. Well 
Mr. President, like he has on so many 
other issues that were central to his 
campaign President Clinton has flip- 
flopped on this one, saying one thing 
but doing some thing completely dif-
ferent. I ask my colleagues, who is 
doing the coddling now? The White 
House appears close to waiving sanc-
tions because it is worried about of-
fending China and because it is kow-
towing to United States business inter-
ests in an election year afraid of the ef-
fects on their bottom-line that sanc-
tions might have. 

Can you imagine that, Mr. President? 
As the Washington Post pointed out 
this morning, ‘‘The Chinese are the ac-
cused violators, and the Americans—as 
the complaining and injured party—are 
backing off.’’ This administration is 
backing off in the shortsighted hope 
that Beijing has learned its lesson and 
won’t do it again. It’s like telling a 
child not to take a cookie, watching 
him take it, but not telling him he’s a 
bad boy in the hopes that maybe he 
won’t want to take another cookie. 
And this is not the only area in which 
the Clinton administration is coddling 
Beijing. USTR Kantor, who has on sev-
eral occasions urged the White House 
to impose sanctions on the PRC be-
cause it is still in violation of several 
of the key provisions of the Sino-Amer-
ican intellectual property rights agree-
ment, has been prevented by this ad-
ministration from setting a deadline 
for Chinese compliance for fear of up-
setting the violators of that agree-
ment. 

Mr. President, I join my colleagues in 
both Houses in calling for the imposi-
tion of the sanctions required by U.S. 
law in this case. We need to say what 
me mean, and then do what we say. 
Any failure or hesitation to do so can 
only be interpreted in Beijing as a sign 
of weakness, and sets a very dangerous 
precedent that we will regret down the 
road. 

Mr. GLENN. Mr. President, I suggest 
the absence of a quorum. 

The PRESIDING OFFICER. The 
clerk will call the roll. 

The assistant legislative clerk pro-
ceeded to call the roll. 

Mr. LEAHY. Mr. President, I ask 
unanimous consent that the order for 
the quorum call be rescinded. 

The PRESIDING OFFICER. Without 
objection, it is so ordered. 

(The remarks of Mr. LEAHY per-
taining to the introduction of S. 1567 
are located in today’s RECORD under 
‘‘Statements on Introduced Bills and 
Joint Resolutions.’’) 

f 

THE TAX LIMITATION 
AMENDMENT 

Mr. KYL. Mr. President, I wanted to 
speak briefly this morning on two sub-
jects. The first concerns an announce-
ment that the Senator from Minnesota, 
who is presiding as of this moment, and 
I and Senator BOB SMITH made yester-
day relating to a constitutional amend-
ment proposal which we are soon going 
to be introducing in the Senate, which 
has already been introduced in the 
House with about 150 cosponsors, which 
we hope will be quickly adopted by 
both the House and Senate and sent to 
the States for ratification, in reference 
to a constitutional amendment to re-
quire a supermajority of two-thirds 
voting to approve any tax increase at 
the Federal Government level. 

We want to do this because of the 
possibility, and I hope the probability, 
that some form of simple, single-rate 
tax reform could be adopted sometime 
after next January. Some proponents 
call it a flat tax. But a tax proposal of 
the kind that I support would include 
exemptions and certain deductions, so 
it cannot be properly characterized as 
a pure flat tax, but a simpler tax rate 
system with a limited number of de-
ductions and exemptions is the kind of 
tax reform that most Americans seem 
very supportive of at this time, and 
which I hope the Congress will adopt. 

If that occurs, it will be doubly im-
portant for us to ensure that tax rates 
cannot easily be increased. Because 
without the deductions, credits, and 
exemptions that taxpayers can take 
advantage of today to shelter their in-
come, if tax rates are increased, once 
those exemptions and deductions and 
credits have been eliminated from the 
Tax Code, which is what we propose to 
do, there will be nowhere to go if Con-
gress then begins to raise the single 
tax rate. That is why we think we need 
a constitutional requirement of a two- 
thirds support for such a tax increase 
in order to protect the taxpayers of 
America. 

Let me quote from the Kemp report. 
The Kemp Commission was a commis-
sion appointed by Senate Majority 
Leader ROBERT DOLE and House Speak-
er NEWT GINGRICH to look into the 
question of fundamental tax reform 
and to make recommendations. It was 
chaired by former HUD Secretary Jack 
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